Between 2016 and 2019, BEC resulted in $26 billion in reported losses for companies worldwide.

**The Numbers**

- **Financial loss**: $26 billion
- **Compromise of sensitive data and critical business accounts**: X X X X
- **Reputation harm**: 👎

**How to become spoof proof**

- Protect corporate email accounts with two-factor authentication (2FA)
- Educate employees
- Verify wire transfers
- Most importantly: Implement a threat-ready, multi-layered cloud email security solution

**The Damage**

- Financial loss
- Compromise of sensitive data and critical business accounts
- Reputation harm

**Anatomy of a BEC Attack**

Step 1: Compromised or spoofed executive email account is used to send fraudulent transfer instructions to a finance employee

Step 2: Recipient transfers the payment to an account controlled by the attacker

Step 3: Cyber criminal gets paid

**The Threat**

Business email compromise (BEC) is a sophisticated email scam in which an attacker compromises or impersonates an executive's email account with the aim of obtaining access to sensitive business information or other assets.

**Business Email Compromise (BEC)** is a malicious scam that can destroy any business.
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